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I wrote this for the Texas A&M System Security Operations Center. This SOC 
supports 27 member institutions (campuses and agencies) located all over Texas, 
with over 180,000 users.  Naturally, the details must be confidential. 


